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1.
Discussion

1.1 
I-SMF selection

Solutions 1, 2, 4 and 6 all propose that the AMF is responsible for selecting I-SMF. However, they differ in how the AMF determines whether a new I-SMF is needed or not. In particular, they differ in the way AMF can learn the Service Area of the SMF

- 
Solution 2 proposes that the AMF receives the SMF SA as part of the NF profile when discovering SMFs via the NRF

-
Solution 4 has two alternatives: 

-
In alt #1 the AMF is configured with the SMF SA of each SMF. Such alternative would however require that the AMF is preconfigured with SMF information and the usage of NRF for SMF discovery becomes quite unclear. 

-
In alt#2 the AMF receives the SMF SA from the SMF itself. To make the selection of the SMF in the first place, the AMF provides UE location to NRF and NRF returns only SMF IDs that can server the UE location. In alt#2 it is thus assumed that also NRF is aware of the SMF SA. 

- 
Solution 6 provides several options but seems to assume that the AMF is never dynamically provisioned with SMF SA information:

-
In one option AMF may be aware of the area served by the SMF in the same region based on configured information.

-
Alternatively, the AMF can collect information to deduce whether a new I-SMF is needed. For example, the AMF requests NRF to select I-SMF(s) based on UE location and based on the returned I-SMF(s) and A-SMF(s), the AMF determines whether a collocated SMF that supports both I-SMF and A-SMF can be selected. Based on the SMF(s) returned from NRF, that AMF can also build its own map of what areas are served by what SMFs.

- 
In yet another option the SMF ID contains region information that can be used to determine whether an SMF can serve a certain UE location. 

In all three solutions it is thus assumed that the NRF is aware of the SMF SA. 

In our view solution 2 provides the simplest solution allowing the AMF to be explicitly aware of the SMF SA. It also enables a reduction a signaling frequency between AMF and NRF since AMF does not need to query the NRF every time a new UE location appears. 

Solution 2 is also aligned with current rel-15 where a NF registers its NF profile in NRF and NRF provides the NF profile to the client using the Discovery service. In particular, SMF can simply provide the SMF SA as part of its NF profile when registering with NRF.

Finally, it should also be mentioned that stage 3 has already included the SMF SA in the SMF NF profile as shown below (TS 29.510, v15.1.0). So basically solution 2 is already supported in rel-15. 

--------------------------------

From TS 23.510, v15.1.0:

6.1.6.2.12
Type: SmfInfo

Table 6.1.6.2.12-1: Definition of type SmfInfo
	Attribute name
	Data type
	P
	Cardinality
	Description

	dnnList
	array(Dnn)
	M
	1..N
	DNNs supported by the SMF

	taiList
	array(Tai)
	O
	0..N
	The list of TAIs the SMF can serve. It may contain the non-3GPP access TAI. The absence of this attribute and the taiRangeList attribute indicate that the SMF can be selected for any TAI in the serving network.

	taiRangeList
	array(TaiRange)
	O
	1..N
	The range of TAIs the SMF can serve. It may contain the non-3GPP access' TAI. The absence of this attribute and the taiList attribute indicate that the SMF can be selected for any TAI in the serving network.

	pgwFqdn
	Fqdn
	O
	0..1
	The FQDN of the PGW if the SMF is a combined SMF/PGW-C.


--------------------------------

Proposal 1: For the architectures described in solution 1 and 6, solution 2 is used for I-SMF selection.
1.2
SM Context Retrieval and forwarding tunnel establishment

When a I-SMF need to be inserted or an existing I-SMF need to be replaced by a different I-SMF, there is a need to provide the SM context to the new I-SMF. The SM context retrieval during SMF change has been addressed by the solution 1, 3 and 6. Below is the summary and analysis of the different approaches.

There are two main solutions described in the TR for how this is done:

- 
Solution #1: The SM context is provided to target I-SMF via the AMF as a transparent container.

-
Solution #6: Target I-SMF retrieve from A-SMF (I-SMF insertion) or source I-SMF (I-SMF relocation). 

In solution 1, it is proposed that:

1) If new I-SMF is selected, the old/source (I)-SMF provide SM context info as transparent container to AMF. AMF then provides the container to the new/target I-SMF through the normal steps/messages due to mobility. One signalling round trip is introduced between AMF and old (I)-SMF.

2) In case of indirect data forwarding, the new/target I-SMF will provide the forwarding tunnel info as transparent container to AMF through the normal/step/messages due to mobility. However, AMF needs to pass the transparent container to the old/source (I)-SMF, if data forwarding needs the involvement of the old/source (I)-SMF/UPF.

The extra steps, besides the normal steps for mobility, are visualized in the figure below:


[image: image1]
In solution 6/3, it is proposed that:

1) If a new/target I-SMF is selected, the new I-SMF fetches SM context info from the old/source (I)-SMF. One signalling round trip is introduced between two SMFs.

2) In case of indirect data forwarding, the new I-SMF will provide the forwarding tunnel info to the old/source (I)-SMF after new RAN resource setup. One signalling round trip is introduced between two SMFs.

3) An extra connectivity between SMFs (e.g. in different administrative areas) is needed, besides the N26 connectivity between AMFs in case of AMF change. 

The extra steps, besides the normal steps for mobility, are visualized in the figure below:


[image: image2]
The two different approaches are compared in the table below.

	
	Solution 1 
	Solution 3/6

	Extra signalling needed
	Yes: between AMF and A-SMF / old I-SMF 
	Yes: between new I-SMF and A-SMF / old I-SMF

	Total number of extra signalling round trips 

(SM context retrieval and fwd tunnelling setup done in separate steps)
	2 per PDU Session 
	2 per PDU Session + NRF lookup + TCP exchange to setup TCP session for new consumer 

NOTE: The new I-SMF need to perform NRF discovery of the service endpoint, based on old I-SMF instance ID received from AMF, unless the URI itself is provided from AMF.

	Extra “interface” across admin area / PLMN border


	0
(existing AMF-AMF signalling used between admin areas, new signalling only inside admin area)
	Yes, between SMFs



	Number of extra signalling round trips across admin area / PLMN border
	0 
(existing AMF-AMF signalling used between admin areas, new signalling only inside admin area)
	2 round trips per PDU Session 

	Service operation used
	Nsmf_PDUSession_Context can be re-used by AMF (same as for EPC IWK) and extended to support also 5G SM context
	FFS. 

If Nsmf_PDUSession_Context is re-used, SMF has to support it also as a client which is different from rel-15, i.e. bigger impact

	AMF impact
	Needs to transparently forward SM containers, but similar functionality supported for EPC IWK 
	No impact due to SM context transfer or forwarding tunnel management.  

However, there are AMF impacts due to ETSUN for other aspects such as I-SMF selection.


Comparing the two different approaches, the number of extra “stage 2” signalling round trips is the same (two times) but solution 3/6 also require an interaction with NRF to discover the service endpoint address/port (if SMF instance ID is provided by AMF to new I-SMF) and a TCP handshake to establish the transport connection. (It may be possible to provide the URI of the service instance from AMF and avoid a NRF lookup, but depends on stage 3 considerations). So, in total there is more signalling with solution 3/6. Furthermore, for solution 1 the signalling round trip happens within one administration area, while the approach in solution 6/3 happens likely between 2 different administration areas or 2 different PLMNs. Considering the HO case with AMF and SMF change, solution 3/6 has two times signalling round trip between 2 administrative areas for each PDU Session (in addition to the existing round trips between AMFs), as well as NRF lookup and TCP handshake, and this may become an issue since RAN may timeout the HO procedure.
In addition, considering the interworking with EPC case where SM context transfer and data forwarding tunnel info delivery are done through AMF, it’s good to have a similar handling for the intra-5GS case, though in this case, the SM context is a transparent container.

Proposal 2: Based on above, it is proposed to provide SM context and manage forwarding tunnels as proposed in solution 1. 
Proposal

It is proposed to update TR 23.726 as follows

***** First Change *****

7.1
Conclusions for Key issues #1, #4 and #5

-
The architecture described in 6.1.2.2, which is the same as the architecture described in 6.6.2.1, is used as a baseline (shown below).
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Figure 7-1: Non-Roaming system architecture in reference point representation, with no UL-CL/BP
-
For the case where a UL-CL/BP is controlled by I-SMF, solution #15 is used as a baseline (shown below), i.e. the I-SMF has no interface to PCF or CHF.

-
The Nxx interface allows the A-SMF to provide rules to the I-SMF for traffic steering, usage reporting, QoS enforcement to support scenarios with UL-CL/BP controlled by I-SMF. Based on information received via Nxx, the I-SMF supports selection of UPF(s) acting as UL-CL/BP and PSA.

-
The Nxx interface allows the I-SMF to provide usage reports to A-SMF for traffic broken out in a UPF controlled by I-SMF.

-
Home-routed roaming scenarios with UL-CL/BP in VPLMN is not supported.
-
I-SMF selection: AMF is responsible for selecting the I-SMF and AMF learns the SMF SA as described in solution 2.

 NOTE: 
Whether the explicit "SA indication" is needed to request SMF SA information from NRF is to be determined during normative phase, or by stage 3 as a protocol aspect.

- 
SM context retrieval is done via the AMF for all procedures. The AMF provides the SMF context as a transparent container as described in corresponding procedures in solution #1. 

-
Forwarding tunnel establishment is handled by signaling via the AMF, as described in solution 1 for N2 based handover procedure with I-SMF change (6.1.2.5.3) and UE triggered service request procedure with I-SMF change (clause 6.1.2.5.4).
Editor's note:
Further details on the information carried over Nxx to support UL-CL/BP controlled by I-SMF is FFS.
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Figure 7-2: Non-Roaming system architecture in reference point representation, with UL-CL/BP
***** End of Changes *****
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